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d This presentation may contain forward-looking statements regarding future events, plans or the
F O rW ar - expected financial performance of our company, including our expectations regarding our products,
. technology, strategy, customers, markets, acquisitions and investments. These statements reflect
L O O k I n management’s current expectations, estimates and assumptions based on the information currently
g available to us. These forward-looking statements are not guarantees of future performance and
involve significant risks, uncertainties and other factors that may cause our actual results, performance

: ;t at e I I l e n tS or achievements to be materially different from results, performance or achievements expressed or

implied by the forward-looking statements contained in this presentation.

For additional information about factors that could cause actual results to differ materially from those
described in the forward-looking statements made in this presentation, please refer to our periodic
reports and other filings with the SEC, including the risk factors identified in our most recent quarterly
reports on Form 10-Q and annual reports on Form 10-K, copies of which may be obtained by visiting
the Splunk Investor Relations website at www.investors.splunk.com or the SEC's website at
www.sec.gov. The forward-looking statements made in this presentation are made as of the time and
date of this presentation. If reviewed after the initial presentation, even if made available by us, on our
website or otherwise, it may not contain current or accurate information. We disclaim any obligation to
update or revise any forward-looking statement based on new information, future events or otherwise,
except as required by applicable law.

In addition, any information about our roadmap outlines our general product direction and is subject to
change at any time without notice. It is for informational purposes only and shall not be incorporated
into any contract or other commitment. We undertake no obligation either to develop the features or
functionalities described, in beta or in preview (used interchangeably), or to include any such feature
or functionality in a future release.

Splunk, Splunk>, Data-to-Everything, D2E and Turn Data Into Doing are trademarks and registered trademarks of Splunk Inc. in the United States and
other countries. All other brand names, product names or trademarks belong to their respective owners. © 2021 Splunk Inc. All rights reserved.
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3B 918K 85% 2,400+

Searches in the Monthly Active Users Growth in cloud Unique
Last Month data sources Splunkbase Apps
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A Leader

8 Consecutive Years

Gartner® SIEM Magic
Quadrant™ 2021

_l.

Gartner,
Market Share 2020

Gartner, Magic Quadrant for Security Information and Event Management, Kelly Kavanagh, Toby Bussa and John Collins, 29 June 2021.
Full report available at https://www.splunk.com/en_us/form/gartner-siem-magic-quadrant.html.

Gartner, Inc., Market Share: All Software Markets, Worldwide 2020; Neha Gupta et al; 14 April 2021

GigaOm, Radar for Cloud Observability, 2021, David Linthicum and Andy Thurai, 26 February 2021

]

Market Share in
SIEM & ITOM

© 2021 SPLUNK INC.

Leader and Only
“Outperformer”

GigaOm for Cloud
Observability, 2021
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The Foundation of Hybrid World

I Splunk-Built | ‘ Splunkbase ‘ ‘ Custom Apps |
- 2,400+ apps Build for your
Security ITOps / unigue needs
Observability
ng . d
Machine Learning Scalable Index ﬁ:ﬁ;ﬁg:ﬁon orches

Logs Metrics Traces
Third-Party g’lé Apps /
= Tool ] Servi
S publicClouds B3 B AS) Y Lurem S Edge Q
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conf.splunk.c

Conf SiA} AIO|EO|AM MM &210|E 2l HIC| (=3t AN 270 (splunk.com AZA 279Ql)

© con X X + © Watch | cont X+

O @ confsplunk.com/watch/conf-online htmi?search event=conf21&search track=16034898972

< C O @ confsplunkcom 2 * N

Splunk> &Onfﬂ ATTEND v LEARN v WATCH v SPONSORS v

splunk> konfm ATTENDV  LEARNY  WATCHV  SPONSORS v

‘ /| / Filters Clear conf21 Security
| ‘. : s Search
y A
° fconf21 ——
‘ OlEvent ® SEC1708A - AbnorML Detections - Using Math To Stop Bad Guys in ES
conf19

Williams, Principal Senior Cybersecurity Data Scientist, SAIC

splunk>

Q
We've got mountains of data and need something like an electromagnet to find the needle in the haystack. Data Science for

T k t' 'th d t I conf21 Adversarial Environments can be tough because of a lack of labeled data, class imbalance, and the difficulty of balancing..
aKe actionw your aata: / \
© Track | sessionsSlides )| SessionVideo
Check out .conf Online for on-demand .co tual sessions. ]
Business Analytics
Splunk Developer
Start Watching DevOps ® SEC1249A - Accenture's Journey to Risk Based Alerting with Splunk Enterprise Security
Foundations/Platform and Beyond
loT Ch ns, Splunk PS Consultant, Splunk
Ops Marcus Boyd, Manager, Accenture
Security After migrating from a legacy SIEM to Splunk, Accenture's SOC was challenged to find operational efficiencies as it
- expanded monitoring without increasing headcount, and Splunk’s Risk Based Alerting (RBA) functionality enabled the
egs . Ty, Compliance and Fraud s
Get notified about .confg2! Connect with .conf21 Sponsors. efficiency.
Splunk4U
Sign Up > Learn More > SplunkTrust | SessionSlides || SessionVideo

f
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Splunk for Security
Splunk’s vision for a Modern SOC Platform

Security Operations Work Surface

Analytics Behavioral Automated Security Integrated Threat

Driven SIEM Analytics Operations Intelligence

Unparalleled Ecosystem

Full Fidelity, Massively Scalable Data Platform

Splunk > turn data into doing’
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Splunk Security Portfolio

Splunk’s Modern SOC Platform

Splunk Mission Control

Security Operations Work Surface

Splunk Security Operations Suite Splunk Security Cloud

Splunk Splunk Splunk :
; . Splunk SOAR : Behavioral Splunk SOAR TruStar
Enterprlse User Behavior On-Prem / Hybrid Q Enterp”se An alytiCS Cloud-Delivered / Hybrid Cloud-Delivered

Security Analytics Security

On-Prem / Hybrid On-Prem Cloud-Delivered / Hybrid

(In Preview)
Cloud-Delivered / Hybrid

Unparalleled Ecosystem
(Apps, TAs, Connectors, Partner, Community)

Splunk Cloud Platform
Full-Fidelity | Real-Time Streaming | Massively Scalable | Al/ML-driven Analytics

Splunk > turn data into doing’



Splunk .conf21l
Security Innovations

© 2021 SPLUNK INC.

Qutcomes

Faster Time to Detect,
Investigate, and Respond

Capabilities

Advanced Security Analytics
Automated Security Operations
Integrated Threat Intelligence
Unparalleled Ecosystem

Offerings

Splunk Security Cloud

Faster Time to Detect

Faster Time to Investigate

Faster Time to Respond

Reduce Burden of Disparate Tools

SURGe Security Research
In-Product Content Updates
Integrated Threat Intelligence

Risk-Based Alerting reduces Alert Volume
Behavior Analytics (Preview)

Visual Playbook Editor
Integrated Threat Intelligence

New integrations: Mandiant, Zscaler, DTEX

Deeper integrations: CGP, AWS, Azure, Onedrive,
Sharepoint, Box.net, GDrive for holistic Cloud
Security Monitoring

Splunk Enterprise Security
Splunk Intelligence Management

Splunk Enterprise Security

Splunk SOAR (new in Cloud)

Splunk Intelligence Management

Splunkbase w/ 2,400+ Integrations
Splunk Enterprise Security
Splunk SOAR (new in Cloud)

Splunk > turn data into doing’



Splunk
Security
Cloud

Hot Ol E
CrO| ZZALO| S O]
2% 7HAlS H A

Vsl ddd444444

nt=R- RN

(Advanced Security Analytics)
- ASSHE Eot 2
(Automated Security Operations)
B K ECEEESES
(Integrated Threat Intelligence)
« MA =[] o ZA[AH
(Unparalleled Ecosystem)

ey
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Announcing

Splunk ES(Enterprise
Security) Cloud  EEE—

Executive Summary and Cloud Security Monitoring Automated Real-time
SecOps Dashboards Dashboards Content Updates
Z=8 socC F=X|(X|&)0] CHzt * Clouddj| ot 22 7FA[d Sl - ME2(ZL) /0] thet
DLHZ/EIONM A 7l & TRl = PNIPNE
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Now: Splunk |

ZEZa|Q Mo A

ST Sy

Splunk
Enterprise

F=| O] el
H1L—- - =

Splunk
Enterprise
Security

Y,

X|— O|H'|| 3—1—2|'
3 Notable O|HI E 9|

S M=9| XIHo| 28

Splunk
SOAR

ntelligence Management

2| MA 758 S8 7MY, BIX|, DA R OIS

Splunk
Intelligence
Management
Enclaves

ISACs, ISAOs2f
=X
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Announcing

Sign up for alerts: splunk.com/surge
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Risk-Based

Alerting to
the Rescue

Up to 80%

reduction in
alert volumes

Up to 30%

reduction in
false positives

Investigations
from days to
minutes

Splunk > turn data into doing’



Splunk SOAR
(cloud)

Splunk SOAR

Two Deployment Options

| Splunk SOAR
(on premises)
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MEZ2 Splunk
SOAR Visual

Playbook —

Editor A s
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Splunk for Security

Modern SOC Platform

Splunk Security Cloud

Mission Control

Enrprise Behavior Splunk inteligence
Security yt Management

Unparalleled Ecosystem
Apps | Technical Architectures | Connectors | Partners | Community

Splunk Cloud Platform
Full-Fidelity | Real-Time Streaming | Massively Scalable | Al/ML-driven Analytics

Splunk > turn data into doing’
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Catch these Sessions on-demand at .conf Online

Security Solutions

Security Analytics

Security Modernization (SIEM) SOAR
SEC1108C: Securing the Software SEC1271: What's New in Splunk SEC1209A: Automated
Factory with Splunk Enterprise Security? Vulnerability Detection
SEC1745.C: Hunting the Known SEC1163: RBA and Vmware SEC1590C: Automated
Unknown: Supply Chain Attacks _
SEC1249: RBA and Accenture Incident Response
SEC1397A: Fighting Fraud
with Splunk SEC1162: RBA and Chevron SEC1194: Uber and Splunk SOAR
SEC1800A: Implementing SEC1546A: Reduce Noise From SEC1301C: SOAR Overview
Zero Trust Intel Sources with TruSTAR + ES

Security Super Session:

Splunk > turn data into doing’

Accelerate Threat Detection, Investigation, and Response


https://conf.splunk.com/watch/conf-online.html#/

© 2021 SPLUNK INC.
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Recap of
Enterprise
Security 6.6

GA: June 30, 2021

In case you missed it!

Splunk S turn data into doing’




In case you missed
It...

Enterprise Security 6.6

June 30, 2021

- Incident Review Dashboard 7l 41
o Saved Filters
o More Screen Real-Estate
o RBA Detalils
o Dispositions(Hi X|)
- RBA Event Timeline visualizations

«  Cloud Security Monitoring shared
storage datasets

Incident Review

Incident Review

Urgency

1 Critical

! High
Medium
Low

! info

Enter Tog

236 Notables
Risk Object Name
& oa

WIN-50039N7

- WIN-50012N0

Adam's Desktop

£ WIN-50012N1
53 WIN-50044N4
£ WIN-50067NO

3, Lisa Brown

Investigations  Glass Tables

Status.

Urgency

Title &

24 hour risk threshold exceeded

6 hour risk threshold exceeded

24 hour risk threshold exceeded
Personally Identifiable Information Detected
24 hour risk threshold exceeded

AWS Guard Duty Alert (AWS_API_CALL)
AWS Guard Duty Alert (AWS_API_CALL)
AWS Guard Duty Alert (AWS_API_CALL)
12 hour risk threshold exceeded

24 hour risk threshold exceeded

24 hour risk threshold exceeded

8 hour risk threshold exceeded

No investigation is currently loaded. Please create or load an existing one.

Security Intelligence

Security Domains v Audit

1 Unassigned
1 New
In Progress
Pending
! Resolved
1 Closed

Domain

egated Risk Score

Risk Events #

- Search v

Disposition

Type 3

Risk No

Configure +

Search Type

Time 3

Today,

Today, 1

Today, 12

Security Domain

Time or Associations

Security Domain 2

Endpoint

Endpoint

Endp:

Tune into the ES 6.6 Tech Talk On-Demand

Status ¢ Owmer ¢

Criticz w v Bond Su

Criticz jew Evan Landal

High James Lake

Critic:

High In Progress

High Pending  Casy Runner

Boris Johnson

Jen Anderson

Mark Taylc

- o~

Splunk > turn data into doing’

Cr New Tony Higl « Suspicio

Jeff uspiciou

Disposition #

s Activity

s Activity

1s Activity

s Activity

Activity

s Activity

s Activity

ous Activity

Activity

Activity

Activity

Activity

Actions #

© 2021 SPLUNK INC.



https://events.splunk.com/tech-talks-itsi-es
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InCident ReView Edit Events
DaS h b oar d 7 I'I H 0 oo a S—
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Cloud Security
Monitoring ‘
&& OneDrive

e Box, Google Drive, SharePoint, Google Drive

OneDrivel2l &2 &8 S22 E
AEE|X| MH|A0| Tt G| O] E

e 8l "oz X[ &

o AWS, GCP, Microsoft Azure®2} Z2 @
oto|E2|E Sl HE|ZZRE
2t F40|A HO[H 28

. &% SoFE EOF ZAN(security
posture) T+= X &2}
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Risk-Based Alerting
Event Timeline

218 O] E 7|0fof Ty
EfQl2tolS W A

£hol 9|3 7t O|HE R
ZE A 2% 2ol o
zZEmel g
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Notable Risk Events

Q Adam'’s Desktop

Aggregated Risk Score: 200 Threshold: 150

. Powershell Download

50— @ system Network Config...

00 o1 02 03 04

Contributing Risk Events

i Time %

v Today, 12:27 PM
Risk Object
Source

Calculated Risk Score
Risk_Message

Saved Search_Description

> Thu, Mar 18 2020
> Thu, Mar 18 2020
> Thu, Mar 18 2020
> Thu, Mar 18 2020
> Thu, Mar 18 2020

@ Masquerading - Rena...

Risk Rule =

Threat - RR - Powershell Download

Adam'’s Laptop ~

Threat - UEBA Anomaly Detected (Risk) - Rule
80

Detects UBA anomaly events

Detects UBA anomaly events
Threat - RR - System Owner/User discovery
Threat - RR - Remotely Query Login Sessions
Threat - RR - System Network Connections discovery
Threat - RR - Masquerading - Renamed Binary

Threat - RR - System Network Configuration discovery

Eventsin 24h: 9
proident.exe

) Masquerading - Rena... @ remotely Query Log...

Permission Group Disc...
Systemn Network Con...

Risk Score % Annotations %

@ 80 TAQOOS5, TAODO7,T1036

Threat_Object foo.exe

Threat_Object-Type Executable

View contributing Risk Events [2

® 65 TAODOS5, TAODO7, T1036
@70 TAODOQS5, TAODO7,T1036
® 50 TADOOS5, TAOOO7, T1036
® 55 TAODOS5, TAODO7, T1036
® 55 TAODOS5, TAODO7, T1036

Identified Threat Objects: foo.exe, readme.txt, raw-shield.pdf, occaecatCupidatat.ni

Timeline Threat Topology

) system Netw...

Threat Object %

A fooexe ~

foo.exe, raw-shi... +

foo.exe, proident... ~

foo.exe ~

fooexe ~

foo.exe ~

Splunk > turn data into doing’
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Splunk
Enterprise
Security 7.0

Splunk > turn data into doing’



What’s New in

S

plunk Enterprise
ecurity 7.0

R 2F CHA| E E (Executive
Summary Dashboard)

HOF 2O [A|EC

=R E EoF BLHE
A2 E

2A|ZH ZHEIX AG0|E

Ct3 R E AKX} U

splunks>enterprise  Apps ~

Security Posture  Incident Review  Investigations  Security Intelligence ¥

Incident Review

Urgency

24h0n  Lote
63 Notables
T~
ATTECK tactic thre: jed over previous 7 days fo
mesoln-esnightly5
sk threshold excee: for user=chadwick_boses
24 hour risk threshold exceeded for
ur risk threshold
24 hour risk threshold exceeded for system=i-1111111
24 hour risk threshold exceeded for system=i-00000000
hreshold exceeded over previous 7 days for us

threshold exceeded for system=soln-esnightlys

hour risk threshold exceeded for system=-33333333
222222
eded for systems=i-1ifift
24 hour risk threshold exceeded for system: 00000
ATT&CK tactic thre: jod over previous 7 da
24 hour risk th ded for system=soln-esnightlys
24 hour risk threshold exceeded for user=chadwick_boseman

24 hour risk threshold exceeded for system=-33333333

Security Domains»  Audit~

Risk Object ~

ghtiyS
ck_boseman
3333
122222222
Z
1-00000000

da

[EN]

1-00000000

In-esnightyS

chadwick _boser

Searchv  Configure v

Aggregated Risk Score

Correlatio...

Risk Events ~

Select.

Type v

Risk Notable

Risk Notable

Risk Notable

Risk Notable

Risk Notable

Risk Notable

Notable

Risk Notable

Risk Notable

Risk Notal

& Time +

Today,

Today,

Today,

Today,

Today, 6:50 PM

Today, 6:50 PM
oday, 6:50 PM
Today,

Today,

Today,

Today, 12:45 PM

Today, 12:45 PM
Today, 12:45 PM

Today, 12:45 PM
Today, 7:00 AM
Today,

Today,

Today, 6:40 AM

Administrator v

Disposttion +

Undetermined

Und

Undetermined

Undetermined

Undetermined

Undetermined

ed

Undetermined

Undetermined

Undetermined

Undetermined

Undetermined

Undetermined

Undetermined

Threat

Threat

Threat

Thre

Threat

Threat

Threat

Threat

Threat

Threat

Threat

Settingsv  Activityv  Helpv  Find

Enterprise Security

ull Hide Charts ¥ Hide Filters

Domain
1

20 per poge
Urgency ¥ Status

A Medium

@ Low

@ Low

@ Low

unassigned
unassigned
unassigned
ssigned

@ Low
Low unassigned

® Low unassigned

A
o,

On Prem & Cloud
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splunk>enterprise  Enterprise Security +

Executive Summary

Mean Time to Triage Mean Time to Resolution

12min vos« 53min o

Executive Summary
Dashboard

Notables

£ P &« B 8 ¥ -

Untriaged Notables by Domain

VLl N acoss Mo
= I I I I =

. 1 Threst B Thveat

e Key Insights I l B I B R ‘ I I I I

o Mean Time to Triage |

o Mean Time to Respond e

o Investigations Created s 1l 2 i : b .
Assigned Notables Over Time - AN
Notable Event History Trends T
Risk-Based Alerting Trends e )
Adaptive Response Action Trends B

Rare Notable Event Sources

Risk Notables vs Notable Events Risk Events Contributing to Risk Notables

© 2021 SPLUNK INC. On Prem & Cloud



Security Posture Incident Review Investigations Security Intelligence ~ Security Domains ¥ Configure ¥

SOC Operations

Key Metrics

Mean Time to Triage Mean Time to Resolution Investigations Created

12min vos« 53min voizx 144 15«

Assigned Notables Over Time Notables in End State by Time Analyst Close Rate Over Time

Security Operations

Dashboard TRRR

ot 2 Mo ZXl ds A 2&88
E Xt
o = T

Dispositions Over Time

V444

e Key Insights
o Mean Time to Triage
o Mean Time to Respond _ . -
Investigations Created R —

High Number Of Infocted Hosts High Number Of Infocted Hosts.
- Host With A Recurring Malwara Infection Host With A Recurring Makware Infection
Notable Assignments

Notable and Analyst Close Rate

Potential Phishing Attack Potential Phishing Attack

N t b I . . t . Unusual Network Activity Unusual Network Activity
0 a e D I S p 0 S I I O n Unusual Windows Security Event (Unusual - Event Code, Process, Directory, LoginType, ReturnCode, Domain) Unusual Windows Security Event (Unusual - Event Code, Process, Directory, LoginType, ReturnCode, Domain)
. I r u e I 0 S I t I Ve S Sources Contributing to True Positive - Suspicious Activity Sources Contributi 0 Benign Positive - Suspicious but Expected

m Bemgn Positives
Downioad from Internal Server Download from internal Server
O n P re m & C I O u d Potential Phishing Attack Potantial Phishing Attack

O 2 ‘L S P L U N l< I N C - Unusual Windows Security Event (Unusual - Event Code, Process, Directery, LoginType, ReturnCode, Domain) indows Security Event (Unusual - Event Code, Process, Directory, LoginType, ReturnCade, Domain)
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Splunkbase

Looking for Yokt
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Try New
Splunkbase

http://splunkbase.com

© 2021 SPLUNK INC.

Splunkbase' Collections ~ Categories v Community Built ~ Q sea 5 Q. support Signin

Explore Apps on the Splunk Marketplace

Extend the capabilities of Splunk with custom applications.

Top Rated Apps of the Day

Cyber Security Cyber Security

E Buttercup Beats a Buttercup Beats

Staff Picks

Extend the power of Splunk with these rite apps from the staff.
For Security For Enterprise For Cloud

App Title App Title App Title

Splunk > turn data into doing
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Our partners help you

turn data into doing

>

salesforce

2,200+
Parthers

| Google Cloud

Splunk > turn data into doing’
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Integrations

Manoiant | @zscaler | DTEX

Enhanced SOC End-to-end zero trust Insider threats
visibility

Splunk > turn data into doing’
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Thank You




